CVE Activity

**PHP 8.0.14,8.1.1**

CVE-2015-8391 DoS Overflow The pcre\_compile function in pcre\_compile.c in PCRE before 8.38 mishandles certain [: nesting, which allows remote attackers to cause a denial of service (CPU consumption) or possibly have unspecified other impact via a crafted regular expression, as demonstrated by a JavaScript RegExp object encountered by Konqueror.

**PHP 7.4.27**

None

**phpMyAdmin 5.1.1**

None

**Apache 2.4.52**

CVE-2012-2379 Apache CXF 2.4.x before 2.4.8, 2.5.x before 2.5.4, and 2.6.x before 2.6.1, when a Supporting Token specifies a child WS-SecurityPolicy 1.1 or 1.2 policy, does not properly ensure that an XML element is signed or encrypted, which has unspecified impact and attack vectors.

**MariaDB 10.4.22**

None

**Perl 5.32.1**

None

**OpenSSL 1.1.1m (UNIX only)**

None